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SANTA BARBARA COUNTY 
OPERATIONAL AREA  

HOMELAND SECURITY APPROVAL 
AUTHORITY 

Approval Authority Body - Operational Areas must appoint an Anti-Terrorism 
Approval Body (Approval Authority) to have final approval of the OA’s 
application for SHSP funds. The Approval Authority shall consist of the 
following representatives:  
 

       County Public Health Officer - Dr. Wada 

       County Fire Chief or Chief of Fire Authority – Chief Peterson 

       Municipal Fire Chief (selected by the Operational Area Fire Chiefs) – Chief Mingee 

       County Sheriff – Sheriff Brown 

       Chief of Police (selected by the Operational Area Police Chiefs) – Chief Walsh 

Source: California Office of Emergency Services FY14 Supplemental Guidance (PAGE 13) 



FY14 ALLOCATIONS 

 5/08/14 – Working Group Meeting – Projects Presented 

 5/29/14 – Approval Authority First Meeting – Projects Prioritized 

 7/7/14 – Approval Authority Second Meeting – Projects Selected 

  



 
 TASKS 

TIMELINE: April 2015 – April 2016 



WHAT IS A THIRA 
 

THIRA standardizes the risk analysis process that emergency 
managers and homeland security professionals employ for 
emergency operations planning, mutual aid agreements, and 
hazard mitigation planning.  
 
Federal Emergency Management Agency and the California 
Governor’s Office of Emergency Services sponsor THIRAs in order 
for Operational Areas to understand risks from natural, 
technological, and human-caused threats and hazards, in order to 
make informed decisions about how to manage risk and develop 
needed capabilities.  



THREATS & HAZARDS 
EXAMPLES 



CORE CAPABILITIES 
 



THIRA PROCESS 
 



CRITICAL 
INFRASTRUCTURE 



WHY THIRA 
 

Baseline planning to make more informed decisions 
 
Mutual Aid Agreements and Memorandums' of Understanding 
  
Better understanding of risks from natural, technological, and 
human-caused threats and hazards 
 
Develop needed capabilities 
 
Funding allocations based on vulnerabilities 
 
Grant requirements 


