STATE OF CALIFORNIA

STANDARD AGREEMENT

STD 213 (Rev 06/03)

REGISTRATION NUMBER AGREEMENT NUMBER
16-10421
1. This Agreement is entered into between the State Agency and the Contractor named below:
"_STATE AGENCY'S NAME (Also referred to as CDPH or the State)
California Department of Public Health
CONTRACTOR'S NAME (Also referred to as Contractor)

County of Santa Barbara

2 The term of this July 1, 2016 through June 30, 2019
Agreement is:

3. The maximum amount $0

of this Agreement is: Zero dollar contract solely based on usage

4. The parties agree to comply with the terms and conditions of the following exhibits, which are by this reference made a
part of this Agreement.
Exhibit A — Scope of Work 14 pages
Exhibit Al — Definition of Terms 2 pages
Exhibit B — Budget Detail and Payment Provisions 3 pages
Exhibit C * — General Terms and Conditions GTC 610
Exhibit D — HIPAA Business Associate Addendum 14 pages
Exhibit E — Notice of Privacy Practices 4 pages
Exhibit F — Security Requirements, Protections, and Confidentiality Checklist 1 page
Exhibit G — Plan for Transporting Confidential ADAP Client Files (Policy and Procedure) 2 pages
Exhibit H — Non Discrimination Clause 1 page
Exhibit | — Confidentiality Requirements 1 page

ltems shown above with an Asterisk (*), are hereby incorporated by reference and made part of this agreement as if attached hereto.
These documents can be viewed at http.//www.ols.dgs.ca.qov/Standard+Language.

IN WITNESS WHEREOF, this Agreement has been executed by the parties hereto.

CONTRACTOR California Department of

General Services Use Only

CONTRACTOR'S NAME (if other than an individual, state whether a corporation, partnership, etc.)
County of Santa Barhara ,

BY (Authonzed S/gn;%)\ U\L DATE $IGNED (Do not type)
WL T:E r\ b

PRINTED NAME AND TITLE OF PERSON SIGNING
Takashi Wada, Director
ADDRESS

301 San Antonio Road
Santa Barbara, CA 93110

STATE OF CALIFORNIA

AGENCY NAME
California Department of Public Health

BY (Authorizeijr}pa re) DAT! j (Do not type)
Py, .
s JY M

PRINTED NAME/AKD TITLE OF PEXSON SIGNING Exempt per: OA Budget Act 2016
Yolanda Murillo, Chief, Contracts Management Unit
ADDRESS

1616 Capitol Avenue, Suite 74.317, MS 1802, PO Box 997377
Sacramento, CA 95899-7377




1)

County of Santa Barbara
16-10421
Page 1 of 14
Exhibit A
Scope of Work
July 1, 2016 through June 30, 2019

Service Overview

California Health and Safety Code 131019 designates the California Department of
Public Health (CDPH), Center for Infectious Diseases, Office of AIDS (OA) as the lead
agency within the state responsible for coordinating state programs, services and
activities related to Human Immunodeficiency Virus (HIV) and Acquwed
Immunodeficiency Syndrome (AIDS).

The Contractor agrees to provide CDPH/OA, the services described herein for the
provision of the AIDS Drug Assistance Program (ADAP) enrollment services, which
includes both ADAP’s Medication Program and Health Insurance Assistance Programs.
This contract agreement will be in effect for three consecutive fiscal years (FY)
beginning in FY 2016-17 through FY 2018-19 (July 1, 2016 — June 30, 2019).

Refer to Exhibit A, Attachment |, “Definitions of Terms” to review definitions of acronyms
and other contract related terms and references.

2) Service Location
The services shall be performed at the following locations:
e Santa Barbara Health Care Center — 325 Camino del Remedio, Santa Barbara,
CA 93110
e Santa Maria Health Care Center — 2115 S. Centerpointe Pkwy., Santa Barbara,
CA 93110
3) Service Hours
The services shall be provided during normal Contractor working hours.
4) Project Representatives
A. The project representatives during the term of this agreement will be:
California Department of Public Health County of Santa Barbara
OA ADAP Branch Chief Director
Niki Dhillon Takashi Wada
Telephone: (916) 449-5942 : Telephone: (805) 681-5102
Fax: (916) 449-5859 Fax:
Email: Niki.Dhillon@cdph.ca.gov Email: kwada@sbcphd.org




County of Santa Barbara
16-10421
Page 2 of 14
Exhibit A
Scope of Work
July 1, 2016 through June 30, 2019

B. Direct all inquiries to:

California Department of Public Health County of Santa Barbara
OA ADAP Advisor ADAP Enrollment Worker
Daniel Coronado Graciela Prado Guerra

MS 7700, P.O. Box 997426 345 Camino del Remedio
1616 Capitol Avenue, Suite 616 Santa Barbara, CA 93110
Sacramento, CA 95899-7426

Telephone: (916) 552-8892 Telephone: (805) 453-3150
Fax: (916) 449-4909 Fax:

Email: daniel.coronado@cdph.ca.gov Email: gaprado@sbcphd.org

C. Either party may make changes to the information above by giving written notice to
the other party. Said changes shall not require an amendment to this agreement.




"uoneIusLIo
[enxas 10 ‘Xas ‘ebe ‘snjejs |elllew ‘UonIpuUod [edpsw

24 1SNW UOoIJeulIoI JOBILUOD
pue sWeN Joeluc) |llg dvayv

¥1 jo ¢ ebed
LZ¥0L-91
eleqieg ejueg jo Ajunon

- | UQIUXT ISIDOS 120140 033 1OBUOD BU} 1O ‘deaipuey [ealsAyd ‘Anssoue ‘uibLio jeuoneu ‘1ojo9 ‘uolbiel
b__m:cmuzcw_ O.n”u.mm _w%o_.“om“oﬁm s fouabyy ay a1 cmzﬁ L_u”: ‘0Bl J0 9snedaq JuswAhojdws 1o} Juesidde 1o sakojdws
T ‘§UsLanbay] a“_ inoag, _Sm:w_:_:%m. ' paurgjuiew | Aue isuieBe sjeuiwLosip Ajnimelun jou jleys a1 juswijjoiug

ay} uo asueldwod s1edipy] U@N:oE:.,q aq 1SNy dvav 8yl (V.1 dlQ) .9Sne[d UoHeulWLOSIPUON,,

) ‘H HqIyxg ui paje)ls se suoisinoid syl yum Ailduwion

'sjuswalinbay uopeUILIOSIPUON "2V

.Foﬁcow SUS 'ING3 Pa10BQU0D S, dYAVY/YO/HAAD PUE ‘dvAV/VO/HJAD
mecu_mhww_n_%cm_&_wm% SSbUBLo ‘9)IS JUSWI[oIUT By} Usam]aq aBuBYOXS uoReLIou
u,umc_mwmwm a2y o} mo._w%% c&@ﬁmﬂ _oumbw_:_c%m omum_wcmm“_u_ paJinbal sjeyijioe) pue S)S usW|oIuT 4yAY 28U} 1O jjeyaq uo
SpINOLY "G UORISS Ul PaliuspI pozuoyny | eyp 1noybnoly | Juswasibe 1oe1uod siy} jo sjuswalinbal sy yum souerdwos

8INSUS 0] JoBJUOD) SIS JUSWoIUT Yy Ue ulsjuiepy

EmEm:_:_umm_ uoﬁc_o.o oUS EmE:oEm_ dvav '1'v

mu:wth_:_u m_ mu_m EmE:oEm_,

‘lleys 1010B11U0D By |

SOIHAIOY pue yse] ‘uonound Jofep (v
powiouad 8 0} S83IAISS (s

6102 ‘0¢ sunp ybnoiyy gLoz ‘| Ainp

YIOAN Jo adoog

V Hqiyxg



JOSINDY dVAV/VO/HJAD
ubisse 01 pspiroid

SI ssalppe jiews (S)ISMIoOA
jusujjjoluz 4yay usym psilisp

Joeluo] slig/
Jojensiuiwpy
SiS
pazuoyny

ay} moybnouyy
pue UoijBAIloE
M3 dVaVv

j0 sawl a1y

"SSBIPPE (1B
AousbBy ue paubisse/panssi ale alig JUswjolug ay} 1e
Bulissjunjoa 1o Ag pakojdws spa3 dvay e leyl ainsug il

*leak Jepusjed

B Ul S\AJ oM uey) a1ow Aq
panpwiwod aie sayoealq |enusiod
il pajeAioesp o os|e Aell sa)g
JuUsWjjoIuT "JedA Jepus[es B UlyIm
1n290 sayoeealq Jenusiod omy

uBy] 8ol JI paieAioesp aq Aew
SMT dYAY palindso sey yoesiq
[enusiod e Usym Xej} 1o [lews

snid |jes suoyd Aq Ajsjeipswil
JosiApy dvQay paubisse sy} AjiloN

Joeuo) 8lg
JuBwjoIug

dvav

‘uononissp
10 uInjal sy
un juswsaibe
ay1 Jo uonendxa
10 UsieuIuLIs]
uodn
uoljeulloul
yyesy psajosiord
0} suoisinoud
asel}

1o suonosjoid
Y] pusixe

0] SNUIUOD Os|e
lleys Jopenuon
"JOBIIUGCYD BY] 10
8yl ay3 ybnolyy
pauielurewl

8q 1sniy

"(71-8 Yvd VYVdIH
HddD) wnpusppy sjeloossy ssauisng YvdIH, ‘d 1diyxg
ul pajels se suoisiroid Yy yum soueldwos ainsug

Blep Juslo 4vav

Bunnwigns 1o Buissaooe Usym uoieuLIouI Ylesy paiosiold
pue sajy Ajigiblle weld 4vay jo Aljenuspyuoo Buipiebel
saulepInB dvAv/vO/HJAD pue smej siqesiidde |le Aq spige
IShul S92IAISS JusWjolus Jyqy Bunonpuos Jsuuosiad 1y

:sjuswaiinbay AlInoag puk AdBALId UOIBUWLIOIL] "¢ Y

6102 ‘0¢ sunr ybnouyi 910z ‘L AInp

MIOAA JO adoog
VY Hqiyx3g

¥l 0 i ebey

L2v0lL-91 ,
elegieg ejueg Jo Aunon



$pdpeyomolJejqe -qHd

-21IS VY aV/siuswnoo/spie/swuelfoid/anob eo ydpa mmm//:diy
:0] 06 — Juswipedag YjesH dlgnd |Boo B 10

jpd-yeyomoj 4ajqel-doOH

-B_mn*<n_<\wwcmE:oon_\w_o_m\wEEmoaBom 22 ydpo sy diy

(sIM3 981U By O :0} 06 — 19pINOI B8O Y)[ESH B 104
[polinaoo sey Yoeald |- dvAv PUB | o uBnoay : . 1pd-UeyomolJ8iqe 1 -0gD
[eijusiod & usym Aleleipswiwll | JoBU0D SIS paulejuiew -2l dvay/siuswnaog/spie/swelfoid/anob ea ydpo -mmm//diy
10SIApY dVQYV peubisse oy} AjoN | juswijoiul e i
avay aq 1shiy ;01 06 uoneziuebi paseg AUUNWWIOD B 104 o
8IS WUBWjjoIus dYay
InoA o1 sulepsd 18Y) UeYyoMO}) pue ajge] AlljenuspLuod
Buimojjo) Ui 0] I1ajal aseo|d ‘me] Aq pazuoyine
SsIvIBylo sss|un ‘uoiewloful ajly Ayjigibie usip dvay
0] S$820E aABY SAMT YAV PauiLsd Ajuo 1yl aimnsug A
“I0SIAPY JYQYV paubisse (SMI
J]ay} 0} 6898 U} HWIQNS ISNW SAZT .
10U 812 oM SI0EII0N o)g ‘Buiuen dvav pue (1 nqyx3) wioy (6999
MI ATy Buisixs Jo mou jo | PEIU0D S Afenuuy Hd@O) suswalinbay Ayenuspyuod yim Aidwo o}
uonedwioo uodn g3 oy BIA waoy | FUOWHIONS Jopenuoy/eakoldws Aq Juswasiby, ay) UBIs pue MsIASY Al
6398 HAdD paje|dwod yugng dvdv
. ‘ "JOBIUO0D BU} 40
1IqIYX SIpPjos
b__m_Eo_ozcw_wwumm,_wmw_.w_w_&oﬁm 108jU00 oUS | 8l eyy yBnoayy oY JusW|oJuT By} Je pajsod S| SoROU B}
T ‘spuswalnbay b_ noeg juswijjosuy paulejuleW | jeyl ainsus pue ‘ saonoeld AoBALld JO S2110N, ‘T UqIyx3,
3y} Uo soueldWod SYEdlpy| dvav eqIshin ul pajels se suolsincid sy} Yum Soueldluod ainsug I
.motmb:o&mmtoo
"JOBIUOD pajejel 4yay 404 (oo ‘ooyeA ‘jewb s) ssaippe
3y} Jo oy jrews jeuosiad e Buisn wouy payiqiyold aue sp3 Jvay
6102 ‘0 aunp ybnouui g0z ‘L Ainp
MIOAA Jo adoog
V HaqIyxg

y1 Jo g ebeyd
LZ¥01-9L
eleqleg ejueg jo Alunon




4 UQIYXT ‘ JSIN09YD
Aulenuspyuod pue ‘suojosiold
‘sjuswaiinbay Aunosg,

alj} uo soueldwod 8jedipy|

"4 HAIYx3 “JsIposyd
Ayenuspyuod pue ‘suoiosiold
‘sjuswialinbay Alunaeg,

8y} uo soue]dwod a3edipy]

"WIB)SAS JUSWI|OIUS Pase]-gem
8In28s NG oY} BIA Afjeoluonosie
IN220 }SNW SJUSWI|OIUS USID IV

0EUO]D BlIS
juswjjoug

dvav

10BJU0D) SYS
Juswjjoiuy

dvav

PelIo) slig
Juswijjoiug
dvav pue

lojensiuiwpy
Sls
pazioyny

JOBIUGCT 3Y] JO
aji| 8y} ybnouyy

"JOBJIUOD 8y} jO
31l Y1 ybnouyy

"1oBIIUOD 8y} JO
ali| ay} ybnouyy

peulejuleWw
aq 0} pue ajep
aAl-ob sy; Ag

pauleUIEW
8q 0} pue 9}ep
aAl[-0b sy} Ag

pauleiulew
g 0] pue 91ep
anl-06 ay) Ag

‘Bale 8Inoss e

Ul paled0)| ale ‘UoljeLLIoUI JUSIO [elIUSPIUOD apnjoul Aew
yoiym ‘eouspuodssiiods 4yqy sAleoal 1o suoneoldde
dvay juwgns pue peojdn 0} pasn SISUUBIS/Xe)

dVAV/VO/HJAD PUe SauIyoe Xey Jey) ainsug-

Juswjjodus JUSIO 4YQY Ul
ash Joj pajqgiyoid A[1oL]s 818 S9OIASP 21U0I0SID pIay puey
Jayjo Jo sisindwos dojdej Jo asn sy "s92IAISS JUSW|OIUS
dvay onpuods 0} pesn aq 0} ale seindwod dopisep AuQ

‘walshs

jusiifjolus peseqg-gam ainoss NG S.dvav/vO/H4dD

8y} o} sjuawnodop Ayjiqibie usioauedidde 4vAy peojdn
pue ueas o} Juswdinba pue ss$a20. JBUISIUl 8INsSuUg |

I

rsjuswalinbay JuswdinbgjABojouyoaj
uoneulojuj ajig juswijoiuy dvayv y'v

6102 ‘0¢ sunr yBnouy 940z ‘L Aine

310N Jo adoog
V Hqiyx3g

¥l Jo g ebeyd
LZ¥0L-9L
eleqieg ejueg jo Aiunod



“J1suenb syy Buunp passasoud
suonesljdde Jyay anolep
10} JISMIOAA JUSWjjoIuT 8y}
puadsns Rew dvav/vO/HdAD
‘IsHenb sAlJNJasSU0D PUoIaS

E 10} JUSIOiSp sulewal alig "passso0.d suoiedldde jo Jsquinu [e101 8y}

WSO /(S)MI dvav ue i Aq suoneoldde aaosep jo Jequinu ay} Buipinp Ag paloloe)

‘fenoidde 10} 10SIAPY VAV (&)m3 aq |Im Ajllenb a)Ig JusW||OJUI/AMNT JVAY "SUS JUSWIIOIUT/ANT
- dvay pue | 1oBIUOO 3U} JO
3} 0} Ue|d Uoioy aAlJo8LI0) B0 aus | oy oy ybroiyy dvay sul Jo [9A8] soueulIolad oy} 1suiebe 1unod
€ J1luqns sl Joejuos JuswijoIug POUIBIUIEW | 11 DUE SAI
) el 1 [1o8jep palapisUuoDd aq [jIm SIoLS yum suoiedyddy
S)S 8y} ‘plepuess Ajjenb dvavy aq ol e 49 poiep d 4 !
Oy} SPaSOXs JeY) Ojel 1018 'suoneoldde qyqy [l uo mainsl Alepuodsas Jonpuco
ue sey s)g Jusw(jouz/(S)m3 M dYAV/YOHdAD usosed 06 J0 [9As] ouEWIopad

~dvay ue ‘poued
Bulroyiuow JesA auo jeniul ay)
Buimojjo} Jopenb 1suiy suy Jaye | "Il

Wwnwiuiw e ujeluiew o} painbal ale salg juswjjolug
"Juswi[olus pue uoneawWnoop AUIqiBle Jyay 4ol

Aoelnooe Jusolad g6 1se9) I8 10 [8As] sourwiouad JUSWjoIuS

‘sduelsisse dvay ue uleluiew o} pasinbal ale S\\g  “SpJEpPUE]S
[eaiuyos] pue spodsi
soueuLiopiad epinoid pue 1eak Ayfenb oy p[ay oq (M SSNS JuSW|joIuT pue S\MI dvay
141} 3y} 1o} S|oAs| souewopad
JopuoW [IM Jyav/VO/MHAaD 1 | sjuswiaiinboy Ayfend "g'v
610¢ ‘0¢ aunp ybnoiui 910z ‘L Ainp
YIopp Jo edoog
v HaIyx3
1 Jo L ebed
12¥01-91

eieqleg ejues Jo Ajunon



"]onNpuoasIW
JO S82Us1INd20 ssalppe 01
10SIAPY JVAY 9Y} O} Ueld Uonoy
SAIDBIICY) B NLgns 0] paldinbal
9q Aew speju0) BYIS dvay

"paynuSp
ale JoNpuoosIW JO S8ouBsul

USUM JOSIAPY dVAY ou} AION

(SIM3
dvay pue
peo) 8)s
Juswjjoiuy
dvav

10B1U0D 8y} Jo
8Ji 8y} ybnouyy
paulgjuiewl

2q o}

-0] payuy
10U aJe Ing ‘epnjoul JONPUOISIW JO sajdwexs [BUCIHPPY

‘uoneso| Asewleyd 4yqy Bunedioiued

Aue 12 pPa1oNpuo9 I JUSW|0IUS JUSID YAV OU 1Y) pue
foeuueyd 4yqgy Sunedionied e woll (sAnuasu; jo adAy ssyio
Aue Jo syib Buipnjoul) uonesusduwiod [elsueul AU SSAI9J3)
Jou Ag paioidws si A\ dYAV OU 12Ul 8insus 0} padinbal
ale sjoelo)) aug "Aubsiul pue wsieuoisssjold Jo aalbsp
ybiy B yum sensway] 1onpuod o] padinbal aie SpZT dYaY

:sjuswalinbay 1onpuo) ‘g'y

“Juswijjolus
dvay wiopusd o1 pamoje a9
Jabuo| ou [jIm vcm peieAloesp
aq Aew a)ig awiloIuz/(S)MT
a1 ‘Jauenb sAnossuUoo

pJiYl e 1o} Jusiolep sulewsals sis

JUsWoJuT/(S)M3 dVaV Ue §| A

71 jo g ebed
1Z¥0L-91
eleqleg ejueg jo Aunon

6102 ‘0¢ sunr ybnouyy 910z ‘| Ainp

YIOAA 10 adoog
Y HAlyx3




‘sBuiuien

M3 dvQY palinbai o) Buus)sibal
84 [|Im oym Jje]s S1Is IOSIAPY
dvay paubisse ay} o} Loday

JOEJUCD 3lIS
Juswijoius

dvav

"JoB1JUOD BY]} JO
il ayi ybnouyy
paulejuiew

2q o]

"SJuBIP dyqy BulAupeos-al Jo Buijjoius o} toud

dvav/vo/Hdao Agq pepinoid Buluien pm\3 dvay msu
pale|dwod Ajnissaoons aAey SAMT JYQY MaU [je ainsug ]

:sjuswiainbay sauljeping pue Buruiel] "1y

‘snjels M

dvay Jo uojsuadshns jusuewad
Jo Aesodwsy 0} 108lgns aq Aew
1onpuossiw Ul sbebus oym sSpng

(‘bes 18 059z UOI}OTS SPOY) JUSWILIBACL)

eluloji|e) s9g) 9lels oyl Wol $30IA18s 10 ‘Auadoid

‘Asuow ulelqo 0} JUSWNoop 10 Juswaiels asiel e Buisn

Jo Bupyew Ajbuimouy wody Alua Jo uosiad Aue suqiyoid
UsIum 1oV swie[d asjed elulojeD syl Jo suollejola o] 1o9igns
aq Aew pue smej apo)) [BUS4 SNOLIBA JO UOIEJOIA Ul g ABW
uoljBjUSWNIoD as|e} Jo ajeinaoeul Buipiacid AjBuimouy| .

"Hels dvav/vo/Hda0 Agq penoidde uerd
uonjepodsuel) e Buiney Inoyum sajli JyQy Buiodsuel | ‘1A

‘Jusuwifjoius 4vQy SHs-Ho pazuoyineun Bunonpuo) A
‘salinbui
LN Jo/pue Jeis dvqy/vVO/HdAD 0} SAisuodsalun "Ml
abenbue] A10jeboisp Jo asn ‘Baisnge Ajjegis ‘Il
"s}senbal feis dvav/vo/HddoO
yum soueljduios-uou jo/pue uoneuiplognsu] ‘il
L uofleluswINoop ase)
1o sjeInodeUl Yum sjusio Buljjoius Anyim pue AjBumouy] I

71 Jo 6 abed
LZv0L-91
eleqleg ejueg jo Aiunon

6102 ‘0¢ aunr ybnouyl 910z ‘L AIne

MIOAA Jo adoog
v 3qiyx3y




"alS SIU] 1B SSIlIAIDE JUsWijolus Jo} 10BN SIS "JOBIjUOD 8y} o ‘g3 dvav/vo/Hdao
paubisse s} woym o} A3 dvay cmEOO U a8}l 8y} ybnouyy ay} Aq panssi Jaquinu gj M3 JVQAYV duiosds
ay1 Aq pasn aq Ajuo Aew Jsqunu ! M__<n_w paulejuiew 8lIS B aABY pUB pajijuspl ale spmM3 dvay fle ainsug )
dl M3 dvay ouoads ays siy L 8q ol
rspuswalinbay Bupjosel] juswijoiug dvav 8’V
‘paianod soidoy
S O ooy oo || 10800 oys JoBIjUOO 'Slfeo M3 dVaY/YO/HAAD
U1 19BIL00 y.w:_z ..w__mo asoy juswijoiug 8y} Jo ayj 8y} Ajyiuow jfe uo uonedioiuedyjuonejussaidsl
10 ueniad o Jos uohediied sy dvay | ybnoiyy Ajyauop sey 9JIg jusWjoluz 4VAyY |y} ainsug Al
wsw|joIul 4yqy 2Insus 1snpy
‘suoouny lUswjolus Jyqy Bunonpuoco
-o1ep | 1081009 OUIg "JoB1jUOD BU} o 8nuRuod 0] UOHEJNNIS) JvAY Ulejulewl 0} J8plo
pus oneoyuisoes oy oud oep | yuewifons3 | M SELGEUE | B ATEMORAN0 S BRSE SEIREORECD
0€ Aypie0a1 0} SM3 dvay AmoN dvav Teaor | P ek} 90U pE pad tho Jo/p 1eh
qoL MI dvay bulAiessl [enuue palinbai ul Bujedioed
Ag smejs saljoe ulejuiew spAT dvay bunsixs ainsug il
Sma | .
dvay pue %ww%%mmﬂﬁ% "SOWwIS | juswebeuey
JEI0D SUS | paulgjuieWw dvay pue saulsping dvyqay S1els eluiolle), 4vav
usuijjelusy ) mn. ol Sy} Ul USHLIM sjuawaiinbal sy yum soueidwod ainsug il
dvayvy

610z ‘0€ sunp ybnoayr gLoz ‘L Ainp

YIOAA 10 adoog
V Hqiyx3g

¥1 10 0l ebed
1Z¥0L-9L
eleqieg ejueg jo unojd



"a1ep snes

SUO0) 8)IS PaSO0 B 0} (J|0Jus 0} SSUSIM OUM [enpIAIpUI

. ul ebueyd
J0SIAPY | 10BIUOY) B)IS pojsenbal Aue sanes yoiym suo) ayus uado ue wol abueys
dvayv o1 (lews Aq papiwgns juswijjolug oy} 0} | O SOUSIM YIS 8y} i JIOSIAPY dYAY paufisse ay] AlON 1
aq Aew) palinbal 1senbay USHUIAA dvayvy 010U SKEp 0g
1ses| 18 UIYUAA sjpuswaiinbay sApensSIUIWPY 0LV
._m_ummm%mﬂ_w_wwmn_w_m_mww__ww mn_._wm_M -uejd uonepodsuel; oyads s 8IS 8ul o
ue|d .mmw ...vam‘_:vwooa ouoads feacidde usplm sepincld Jyav/vO/HdaD un psuodsueldy
S.811S 10} S|qEIIN0IOE/B[qISUOdSal 84 | Sl JUSUWIHOIUS JUSho VAV OU Jey) 8insuy
aq |[m oym Se [[om Sk ‘psiiodsuel] S9JY/SIUBWND0P
1 Ruonsuos s monboyps oy | PEw00aNs | LEHIBEE 'UORE00)SSIppE
pamojjol aq 01 sainpadoid du1oads EmEM__o,M m__w Aue Buiuodsuen MaU € 0} Buinow s1 8l JUSWIoIUT JYAY SMuS YL I

ay) Allpuspl osje 1shl }sanbal
oyl "SSjiAUSLUNIOD USWI|0JUS
a0 4yay Buiuodsuel

Jo} Ajissaosu ay) saunsnl

UyoIym Josinpy dyay paubisse
8y} 0} 1senbai uspum e Jwgng

10} pasu 8y}
0} Joud sAep og

10 ‘oIS JUSW(|0IUT JYAY SY1 JO SPISING Juslo
YlIIM 188l 0] AAT YAV salinbal souelsip sjowsy Il

‘10 ‘Ajiqesip sy 1

:suosesl BUIMOl|o} 8} Jo} 4YAY/VYO/HJIAD
Aq panoidde aq Aewl uonoinsal siyj o1 uondsoxg

O HqIyXg

PEO] 3lS

"10BIIUOS 8Y] JO
ayl] 8y} ybnolyy

‘uejd uoneyodsuel; paacidde ue noyum a1S
jusuwjolu] 4vay 8yl Wwolj 1o 0} psuodsuel) aq [[im 019 ‘Saji

S$9lld 8D dvay lenuspyuo) jusujjoluy ‘ ‘
psuleluiew | ‘spiodal ‘uopejuawnsop Ajjigibie slp dydy ou 1By aihsug
Burpodsuel] Joj ueld, @98 dvayvy aq o]
:sjuswialinbay uejd uonenodsuel} gy
"I0SIAPY dYQAY paubisse .
PBlUO] SIS sisquinu gl M3 dvay Aue jo uoljeajoe-ap sy}
ay; Jojpue abueys sy} o )
o/ _\me%%«,% w_,ﬁnﬁm wougoug | oL :_m__w_? Bupnjou ‘sjuaipo [joius o} Al (S)MT dvay oup Jsye
dvavy s lIm yey; ("o31e ‘uonesedas ‘uoneoojal ‘sanpnp gol “69)

safueyojuocnajsp/uonippe Lodey

sniels ST dvay ouoads sys ul sebueyo Aue podey il

¥l jo || abed

LZ¥#0L-91
eiegieg gjues Jo Ajuno)

610z ‘0€ sunr ybnoiyi 910z ‘} Ainp

MIOAA JO odoog
V Hdiyx3g




‘leuuosiad

lojensiuiupy

‘'sasodind Jpne Joj Jusweaibe j0enuod

Aousby sinoy Bupiom | SIYl 0] pajejal uonejuswnoaop Jaylo Aue pue sojy Ajjiqibie
wm_mﬁw,m& &m@mﬂ Mwwwmm% pazuo fewsou Buunp UBI[0 dvYQy lie 01 $se820. paiuelb sie saiousbe [elspay
UoS hma..c_ vmw USNLIM 0} puodsay UINY/30BIUCD pepssu sy pue a]els Isyl0 1o/pue saailriussaldal Jyav/vo/HddD
SIS dvav pazZoyINe “Yels dvav/vO/HJAD Jey} ainsus g
"JSIA )is 8U} 0} pajejel sapiAgoe Ul (sjgeoljdde
#) Joyeuipiood rHT pUe (S)M3 YAy 10SIApY
leuuosiad k_oumhw\mc_Em,q 5 dvay ‘els ayj usamiaqg Uosiel] sk 10y "10SINPY JVAY
dVav/ivo/Hdan Ag psienul n_w_mmN:M _wm_wwwc M_w_____w_\w paubisse ay} Aq paisanbal se uoeuLIoUl/UCIIEIUSWNIOP
uoneulioju) Io} sisenbai pue E:«SomEmo Umvmmc. sy paJnbal Buipiroid 1o BuiAiesal o} payw] 10U Ing
suoijeayjou Uspum 0} puodsay aUS 4vay Buipnpout ‘sysenbal HsIA a)Is dVAVY/VYO/HAAD Seyjioe] "y
sjuswalInbay buipny L'y
"S9|l JUSIP vy Adoo piey | Jojensiuiuipy _
10 Jajsuel] ainoss oy} Buuinsse Rousby —
10SINDY 4YQY peleubissp pszio )
s,a)1s oy} 0} ueid uonepodsues | yNYAoRIL0D :o%wzwomww alis S9OINISS JUSWIjOIUD YAy epiacid Jobuo] ou
dvay ue jo uoissiugns 21s wsh mup e P _ow 0} sue|d a)is aU} §I JOSIADY VAV peubisse syl AloN 1l
pue (jlews Agq papiwigns aq usuwijjoluy 1SES[ 18 UL
Aew) paiinbal uolEOUIION USHILIAA dvav

"BSI9A
S0IA JO (S[enpiAlpul pajeljige-Aousbe AJuo seAiss Ydium

¥l jo z| ebed

lev0l-91
eieqgleq BlUES JO AlUNOD

6102 ‘0¢ sunr ybnoiyy 910z ‘| Ainp

YIOAA J0 adoog
¥ Hqlyx3g




"SSP YAy

"saujspIn
()M 10 sjuaujjoIud HSPIND
KSMINS UOROEISIES | Yy Jojpue ~ai [enuue dvay SJels elliojifed sy Ul psulpno se wloj pue
w0 4dvay eul .06 >w_,m._>m_ peuc) sug | PUE [BUL uodn 's2Inpadoud SoUBASLID dYAV/VO/HJAD dU3 0} sssooe
o : : SABY pUE JO aieme Spell aik SJUaI[0 JYdV 1Byl ainsug 'y
BIA ‘AJUIBA [IM dYQAY/VO/HAAD juswijoiuz sooInIeS
dvavy uosiad-ul
Buung SjusaWalInbay 92UBA3LIS "ZLY
"{P1-8 Yva VVdIH
HdQ0) wnpusppy ajeroossy
sseulsng vYvdlH, ‘a 1qux3
UlIM 80UBpIoaoE Ul paulelal
10 pauINISl 9q JSNW Uojewof | o “JOBIJUOD BY} JO
ylesH pelosiold ‘uoneindxs ! E“wEu_woL_ww al 3y} ybnouyy ‘(s1eaA Joud sa1y) snjd ‘1esh Jusiing ayy) siesh
10 UOEUIWLIS] J0BIIUCD 1y paulejulew INoj 1o} SpIooaal/safii WIS dyay Adod piey uleluieiy "q
dvav
89 0]
'sioliphe 21e]s 1o
[eJspal sy} Aq papinold swelsiun
S} UIYIM MSIA 0] SjgelleAe
speuw aq ||Im Sp10oJal ‘poapssu sy
‘pailnbai | JojensIuUpY
sl 4v2 8y} Bunesipul podas ypne Aouaby ‘1ipne weibold a1.ls 10 [BIapalAISIA
10 Jay19| sy} Ul paynuspl swelown pazuo psposu sy SlS YAV 10 s}nsal uc paseq paiinbal usym (dvyo)
o_%&nnn_u “wwmﬂnﬂwmwnﬂmw_ﬂm%w EMMMQMG_MW Ueld uonoy 8Anos1io) palinbel ywgns pue dojeasq D

1 jo ¢| abed

LZ¥0L-9L
eleqleg ejues Jjo AJuno)n

610z ‘0¢ aunp ybnouyy 910z ‘L Aine

YIOAA 10 adoog
V Haqlyx3g




'ssa20.d aoueAaslb
dVAav/vo/HddO sul Uim pspssu
.S 9oUe)sISSE JI Ajs1eIpawiu
losinpy dvQy psubisse ay} AjjoN

(s)ma

dvay lo/pue
Joeo) |lIs
lusuwjjoiuz
d4vav

popasu sy

*dVAV/VO/dHAD 0} SJUSWNoop pajejal pue

Wwiio} souenalb pala|dwiod sy} Jo UOISSILLGNS By} Jojpue

‘$10)0E.3U0D dYAV/VYO/HAAD 12Y10 Jo/pUE SIOSIAPY

dvay Jo} uojeuiIoul 10B3U09 pue ssalppe Buljiew syl

Buipinoid apnjoul os[e Al SOUEB)SISSY "SIUSWINDOP psie|el

pue wWio} 8oueAslb dYaV/VO/HJAAaD & JO UoISSILgnS pue
uone[dwod syl U SJUBID 4yAY Isisse ‘1senbal jusyo uodn g

¥l 1o | abed
LZ0L-91
eleqieg ejueg 1o Aluno)

6102 ‘0¢ aunr ybnouyi 910z ‘| AInp

MIOAA Jo adoog
Y Hqiyx3




vi,

vil.

viii.

Xi.

xii.

xiii.

Xiv.

County of Santa Barbara
16-10421
Page 1 of 2
Exhibit A, Attachment |
Definition of Terms

AIDS Drug Assistance Program (ADAP) — Established in 1987 to help ensure that eligible,
HIV positive uninsured and under-insured individuals have access to medication on the
ADAP formulary through the Medication Program and Health Insurance Assistance
Programs. ADAP provides medication, premium payment, and medical out of pocket
payment assistance.

ADAP Advisor — Office of AIDS ADAP staff assigned to a Local Health Jurisdiction or
ADAP Enroliment Site for monitoring and technical assistance.

ADAP Coordinator — Local Health Jurisdiction or other local agency staff designated to act
as the primary county contact between the ADAP enroliment sites, OA, and ADAP
contractors.

ADAP Enroliment Worker (EW) — ADAP Enroliment Site staff certified to provide ADAP
enrollment services and access ADAP data.

ADAP Enroliment Site Contact — Ensures the requirements of this contract agreement are
adhered to, including, but not limited to the participation in monthly ADAP EW calls. Act
as the primary contact for OA, the ADAP Coordinator within the Local Health Jurisdiction,
and ADAP service contractors.

California Department of Public Health (CDPH) — is the lead agency in California providing
detection, treatment, prevention and surveillance of public health issues.

Closed Site — ADAP enroliment site that only serves ADAP applicants/clients associated
with their entity.

Community Based Organization (CBQ) ~ Non-profit 501(3)(c) entities that operate within a

single local community.

Fiscal Year (FY) — July 1 through June 30.

Contractor — ADAP approved enroliment site managed by a non-profit organization to
provide ADAP enrollment services.

Enroliment Benefits Manager (EBM) ~ Service contractor providing enrollment and
benefits management support for ADAP.

Insurance Benefits Manager (IBM) — Service contractor that manages and processes
health insurance premium payments for clients enrolled in both ADAP’s Medication
Program and Insurance Assistance Programs.

Local Health Jurisdiction (LHJ} — One of 58 counties and three cities (Pasadena, Long
Beach, and Berkeley) in the state of California.

Medical Benefits Manager (MBM) — Service contractor that manages and processes
outpatient medical out of pocket payments for clients enrolled in both ADAP’s Medication
Program the Office of AIDS Health Insurance Premium Payment Program.
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Office of AIDS (OA) — Has lead responsibility for coordinating state programs, services,
and activities relating to HIV/AIDS as designated by California Health and Safety Code
Section 131019,

OA Health Insurance Premium Payment (OA-HIPP) — Pays for private health insurance
premiums and medical out of pocket costs for clients co-enrolled in ADAP’s Medication
Program.

OA Medicare Part D Premium Payment Program — Pays for Medicare Part D premiums for
clients co-enrolled in ADAP’s Medication Program.

Open Site — ADAP enrollment site that serves all ADAP applicants/clients.

Pharmacy Benefits Manager (PBM) — Service contractor administering the ADAP
statewide pharmacy network and providing pharmaceutical services for ADAP clients
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Payments

A. In no event shall COPH/OA/ADAP pay the Contractor for services performed prior to the
commencement date or after the expiration of this Agreement.

B. For services satisfactorily rendered, COPH/OA/ADAP agrees to compensate the Contractor
for actual services provided in accordance with the amounts specified in Exhibit B, Section
E., Amounts Payable.

C. Payments shall be processed by CDPH/OA/ADAP no later than the end of the quarter dates
noted below.

First Quarter: July 1 — September 30
Payment no later than: November 30
Second Quarter: October 1 — December 31
Payment no later than: February 28

Third Quarter: January 1 — March 31
Payment no later than: May 31

Fourth Quarter: April 1 — June 30
Payment no later than: August 31
(FINAL) Supplemental: July 1 —June 30
Payment no later than: August 31

D. Payments shall:

1) Be calculated based on current ADAP client enroliment data as provided by the ADAP
Enroliment Benefits Management (EBM) contractor to determine the number of ADAP
services provided at each enroliment site.

2) Identify the payment period and/or performance period covered.

3) Iltemize ADAP services for the payment period in the same level of detail as indicated in
Section E Amounts Payable. Subject to the terms of this agreement, payment will only
be made for those services expressly identified in this agreement as approved by
CDPH/OA/ADAP.

E. Amounts Payable
All ADAP enroliment sites with a minimum of one ADAP enrollment per fiscal year (FY) will

receive a floor amount of $5,000 with additional payment(s) per FY for performing the following
ADAP services complete with all required forms and verifying documentation:

¢ New ADAP Medication Program Enroliments: $50/per new enroliment
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New ADAP Insurance Assistance Program Enrollments: $100/per new enrollment
ADAP bi-annual recertifications: $20/per recertification

ADAP annual re-enrollments: $50/per re-enroliment

Covered California open enroliment annual renewal documentation submissions for OA-
HIPP/Covered California clients (may be required outside clients’ enroliment or
recertification cycle for new health plan year): $50/per renewal

¢ ADAP Client Updates: $20/per update related to income, residency, and health
insurance/other third party payer coverage.

2. Budget Contingency Clause

A.

It is mutually agreed that if the Budget Act of the current year and/or any subsequent years
covered under this Agreement does not appropriate sufficient funds for the program, this
Agreement shall be of no further force and effect. In this event, the State shall have no
liability to pay any funds whatsoever to the Contractor, or to furnish any other considerations
under this Agreement and Contractor shall not be obligated to perform any provisions of this
Agreement.

If funding for any FY is reduced or deleted by the Budget Act for purposes of this program,
the State shall have the option to either cancel this Agreement with no liability occurring to
the State, or offer an agreement amendment to the Contractor to reflect the reduced amount.

In the event of early termination or cancellation, the Contractor shall be entitled to
compensation for services performed satisfactorily under this agreement and expenses
incurred up to the date of termination or cancellation and any non-cancelable obligations
incurred in support of this agreement.

3. Prompt Payment Clause

Payment will be made in accordance with, and within the time specified in, Government Cede
Chapter 4.5, commencing with Section 927.

4, Timely Final Payment

A

Final payment shall be processed no more than sixty (60) calendar days following the
expiration or termination date of this agreement, unless a later or alternate deadline is agreed
to in writing by the program contract manager.

CDPH/OA/ADAP shall make payment to the Contractor quarterly in arrears for costs
associated with the provision of ADAP services at the ADAP Enroliment Site in the local
health jurisdiction (LHJ), under this contract agreement. Payment to the Contractor will be
contingent upon receipt and execution of this contract agreement and the provision of ADAP
services (as verified by CDPH/OA/ADAP through the EBM data).

This contract agreement is subject to any additional restrictions, limitations, or conditions
enacted by the Congress or the State Legislature, which may affect the provisions, terms, or
funding of this contract agreement in any manner.
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Recovery of Overpayments

A. Contractor agrees that payments based upon the terms of this agreement or an audit finding
and/or an audit finding that is appealed and upheld, will be recovered by CDPH/OA/ADAP by
CDPH/OA/ADAP withholding payments or withholding a portion of payment for services
performed until the amount of overpayment has been resolved.

If the Contractor has filed a valid appeal regarding the report of audit findings, recovery of the
overpayments will be deferred until a final administrative decision on the appeal has been
reached.
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I. Recitals
A. The underlying contract (Agreement), to which this HIPAA Business Associate Addendum is attached

to and made a part of, has been determined to constitute a business associate relationship under the
Health Insurance Portability and Accountability Act of 1996, Public Law 104-191 (“HIPAA”), the Health
Information Technology for Economic and Clinical Health Act, Public Law 111-005 (‘the HITECH Act"),
42 U.S.C. section 17921 et seq., and their implementing privacy and security regulations at 45 CFR
Parts 160 and 164 (“the HIPAA regulations”).

The Department of Public Health (“CDPH”) wishes to disclose to Business Associate certain
information pursuant to the terms of the Agreement, some of which may constitute Protected Health
Information (“PHI"), including protected health information in electronic media (“ePHI"), under federal
law, and personal information ("P1") under state law.

As set forth in the Agreement, Contractor, here and after, is the Business Associate of CDPH acting on
CDPH' behalf and provides services, arranges, performs or assists in the performance of functions or
activities on behalf of CDPH and creates, receives, maintains, transmits, uses or discloses PHI and PI.
CDPH and Business Associate are each a party to the Agreement and are collectively referred to as
the "parties.”

The purpose of this Addendum is to protect the privacy and security of the PHI and PI that may be
created, received, maintained, transmitted, used or disclosed pursuant to the Agreement, and to
comply with certain standards and requirements of HIPAA, the HITECH Act and the HIPAA regulations,
including, but not limited to, the requirement that COPH must enter into a contract containing specific
requirements with Contractor prior to the disclosure of PHI to Contractor, as set forth in 45 CFR Parts
160 and 164 and the HITECH Act.

The terms used in this Addendum, but not otherwise defined, shall have the same meanings as those
terms have in the HIPAA regulations. Any reference to statutory or regulatory language shall be to
such language as in effect or as amended.

Il. Definitions

A.

Breach shall have the meaning given to such term under HIPAA, the HITECH Act, and the HIPAA
regulations.

Business Associate shall have the meaning given to such term under HIPAA, the HITECH Act, and the
HIPAA regulations.

Covered Entity shall have the meaning given to such term under HIPAA, the HITECH Act, and the
HIPAA regulations.

Electronic Health Record shall have the meaning given to such term in the HITECH Act, including, but
not limited to, 42 U.S.C Section 17921 and implementing regulations.

Electronic Protected Health Information (ePHI) means individually identifiable health information
transmitted by electronic media or maintained in electronic media, including but not limited to electronic
media as set forth under 45 CFR section 160.103.

Individually Identifiable Health Information means health information, including demographic information
collected from an individual, that is created or received by a health care provider, health plan, employer

CDPH HIPAA BAA 6-16
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or health care clearinghouse, and relates to the past, present or future physical or mental health or .
condition of an individual, the provision of health care to an individual, or the past, present, or future
payment for the provision of health care to an individual, that identifies the individual or where there is a
reasonable basis to believe the information can be used to identify the individual, as set forth under 45
CFR section 160.103.

G. Privacy Rule shall mean the HIPAA Regulation that is found at 45 CRF Parts 160 and 164.

H. Personal Information shall have the meaning given to such term in California Civil Code sectionS
1798.3 and 1798.29..

| Protected Health Information means individually identifiable health information that is transmitted by
electronic media, maintained in electronic media, or is transmitted or maintained in any other form or
medium, as set forth under 45 CFR section 160.103.

J. Required by law, as set forth under 45 CFR section 164.103, means a mandate contained in law that
compels an entity to make a use or disclosure of PHI that is enforceable in a court of law. This
includes, but is not limited to, court orders and court-ordered warrants, subpoenas or summons issued
by a court, grand jury, a governmental or tribal inspector general, or an administrative body authorized
to require the production of information, and a civil or an authorized investigative demand. It also
includes Medicare conditions of participation with respect to health care providers participating in the
program, and statutes or regulations that require the production of information, including statutes or
regulations that require such information if payment is sought under a government program providing
public benefits.

K. Secretary means the Secretary of the U.S. Department of Health and Human Services ("HHS") or the
Secretary's designee.

L. Security Incident means the attempted or successful unauthorized access, use, disclosure,
modification, or destruction of PHI or PI, or confidential data that is essential to the ongoing operation of
the Business Associate’s organization and intended for internal use; or interference with system
operations in an information system. '

M. Security Rule shall mean the HIPAA regulation that is found at 45 CFR Parts 160 and 164.

N. Unsecured PHI shall have the meaning given to such term under the HITECH Act, 42 U.S.C. section
17932(h), any guidance issued pursuant to such Act and the HIPAA regulations.

lll. Terms of Agreement
A. Permitted Uses and Disclosures of PHI by Business Associate

Permitted Uses and Disclosures. Except as otherwise indicated in this Addendum, Business
Associate may use or disclose PH! only to perform functions, activities or services specified in the
Agreement, for, or on behalf of CDPH, provided that such use or disclosure would not violate the
HIPAA regulations, if done by CDPH. Any such use or disclosure must, to the extent practicable, be
limited to the limited data set, as defined in 45 CFR section 164.514(e)(2), or, if needed, to the
minimum necessary to accomplish the intended purpose of such use or disclosure, in compliance with
the HITECH Act and any guidance issued pursuant to such Act, and the HIPAA regulations.

CDPH HIPAA BAA 6-16
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1. Specific Use and Disclosure Provisions. Except as otherwise indicated in this Addendum,
Business Associate may:

a. Use and disclose for management and administration. Use and disclose PHI for the proper
management and administration of the Business Associate provided that such disclosures are
required by law, or the Business Associate obtains reasonable assurances from the person to
whom the information is disclosed that it will remain confidential and will be used or further
disclosed only as required by law or for the purpose for which it was disclosed to the person,
and the person notifies the Business Associate of any instances of which it is aware that the
confidentiality of the information has been breached.

b. Provision of Data Aggregation Services. Use PHI to provide data aggregation services to
CDPH. Data aggregation means the combining of PHI created or received by the Business
Associate on behalf of CDPH with PHI received by the Business Associate in its capacity as the
Business Associate of another covered entity, to permit data analyses that relate to the health
care operations of CDPH.

B. Prohibited Uses and Disclosures

1. Business Associate shall not disclose PHI about an individual to a health plan for payment or health
care operations purposes if the PHI pertains solely to a health care item or service for which the
health care provider involved has been paid out of pocket in full and the individual requests such
restriction, in accordance with 42 U.S.C. section 17935(a) and 45 CFR section 164.522(a).

2. Business Associate shall not directly or indirectly receive remuneration in exchange for PHI, except
with the prior written consent of CDPH and as permitted by 42 U.S.C. section 17935(d)(2).

C. Responsibilities of Business Associate
Business Associate agrees:

1. Nondisclosure. Not to use or disclose Protected Health Information (PHI) other than as permitted
or required by the Agreement or as required by law.

2. Safeguards. To implement administrative, physical, and technical safeguards that reasonably and
appropriately protect the confidentiality, integrity, and availability of the PHI, including electronic
PHI, that it creates, receives, maintains, uses or transmits on behalf of CDPH, in compliance with
45 CFR sections 164.308, 164.310 and 164.312, and to prevent use or disclosure of PH! other than
as provided for by the Agreement. Business Associate shall implement reasonable and appropriate
policies and procedures to comply with the standards, implementation specifications and other
requirements of 45 CFR section 164, subpart C, in compliance with 45 CFR section 164.316.
Business Associate shall develop and maintain a written information privacy and security program
that includes administrative, technical and physical safeguards appropriate to the size and
complexity of the Business Associate’s operations and the nature and scope of its activities, and
which incorporates the requirements of section 3, Security, below. Business Associate will provide
CDPH with its current and updated policies.

3. Security. To take any and all steps necessary to ensure the continuous security of all

computerized data systems containing PHI and/or P, and to protect paper documents containing
PHI and/or PI. These steps shall include, at a minimum:

CDPH HIPAA BAA 6-16
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a. Complying with all of the data system security precautions listed in Attachment A, the Business
Associate Data Security Requirements;

b. Achieving and malntalnlng compliance with the HIPAA Security Rule (45 CFR Parts 160 and
164), as necessary in conducting operations on behalf of CDPH under the Agreement;

c. Providing a level and scope of security that is at least comparable to the level and scope of
security established by the Office of Management and Budget in OMB Circular No. A-130,
Appendix Il - Security of Federal Automated Information Systems, which sets forth guidelines
for automated information systems in Federal agencies; and

d. In case of a conflict between any of the security standards contained in any of these
enumerated sources of security standards, the most stringent shall apply. The most stringent
means that safeguard which provides the highest level of protection to PHI from unauthorized
disclosure. Further, Business Associate must comply with changes to these standards that
occur after the effective date of the Agreement.

e. Business Associate shall designate a Security Officer to oversee its data security program who
shall be responsible for carrying out the requirements of this section and for communicating on
security matters with CDPH.

D. Mitigation of Harmful Effects. To mitigate, to the extent practicable, any harmful effect that is known
to Business Associate of a use or disclosure of PHI by Business Associate or its subcontractors in
violation of the requirements of this Addendum.

E. Business Associate’s Agents and Subcontractors.

1. To enter into written agreements with any agents, including subcontractors and vendors, to whom
Business Associate provides PHI or Pl received from or created or received by Business Associate
on behalf of CDPH, that impose the same restrictions and conditions on such agents,
subcontractors and vendors that apply to Business Associate with respect to such PHI and P! under
this Addendum, and that comply with all applicable provisions of HIPAA, the HITECH Act and the
HIPAA regulations.

2. In accordance with 45 CFR section 164.504(e)(1)(ii), upon Business Associate’s knowledge of a
material breach or violation by its subcontractor of the agreement between Business Associate and
the subcontractor, Business Associate shall:

a. Provide an opportunity for the subcontractor to cure the breach or end the violation and
terminate the agreement if the subcontractor does not cure the breach or end the violation
within the time specified by CDPH; or

b. Immediately terminate the agreement if the subcontractor has breached a material term of the
agreement and cure is not possible.

F. Availability of Information to CDPH and Individuals. To provide access and information:

1. To provide access as CDPH may require, and in the time and manner designated by CDPH (upon
reasonable notice and during Business Associate’s normal business hours) to PHI in a Designated
Record Set, to CDPH (or, as directed by CDPH), to an Individual, in accordance with 45 CFR
section 164.524. Designated Record Set means the group of records maintained for CDPH that

CDPH HIPAA BAA 6-16
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includes medical, dental and billing records about individuals; enrollment, payment, claims
adjudication, and case or medical management systems maintained for CDPH health plans; or
those records used to make decisions about individuals on behalf of CDPH. Business Associate
shall use the forms and processes developed by CDPH for this purpose and shall respond to
requests for access to records transmitted by CDPH within fifteen (15) calendar days of receipt of
the request by producing the records or verifying that there are none.

2. If Business Associate maintains an Electronic Health Record with PHI, and an individual requests a
copy of such information in an electronic format, Business Associate shall provide such information
in an electronic format to enable CDPH to fulfill its obligations under the HITECH Act, including but
not limited to, 42 U.S.C. section 17935(e).

3. If Business Associate receives data from CDPH that was provided to CDPH by the Social Security
Administration, upon request by CDPH, Business Associate shall provide CDPH with a list of all
employees, contractors and agents who have access to the Social Security data, including
employees, contractors and agents of its subcontractors and agents.

G. Amendment of PHI. To make any amendment(s) to PHI that CDPH directs or agrees to pursuant to
45 CFR section 164.526, in the time and manner designated by CDPH.

H. Internal Practices. To make Business Associate’s internal practices, books and records relating to the
use and disclosure of PHI received from CDPH, or created or received by Business Associate on behalf
of CDPH, available to CDPH or to the Secretary of the U.S. Department of Health and Human Services
in a time and manner designated by CDPH or by the Secretary, for purposes of determining CDPH’
compliance with the HIPAA regulations. If any information needed for this purpose is in the exclusive
possession of any other entity or person and the other entity or person fails or refuses to furnish the
information to Business Associate, Business Associate shall so certify to CDPH and shall set forth the
efforts it made to obtain the information.

. Documentation of Disclosures. To document and make available to CDPH or (at the direction of
CDPH) to an Individual such disclosures of PHI, and information related to such disclosures, necessary
to respond to a proper request by the subject Individual for an accounting of disclosures of PHI, in
accordance with the HITECH Act and its implementing regulations, including but not limited to 45 CFR
section 164.528 and 42 U.S.C. section 17935(c). If Business Associate maintains electronic health
records for CDPH as of January 1, 2009, Business Associate must provide an accounting of
disclosures, including those disclosures for treatment, payment or health care operations, effective with
disclosures on or after January 1, 2014. If Business Associate acquires electronic health records for
CDPH after January 1, 2009, Business Associate must provide an accounting of disclosures, including
those disclosures for treatment, payment or health care operations, effective with disclosures on or
after the date the electronic health record is acquired, or on or after January 1, 2011, whichever date is
later. The electronic accounting of disclosures shall be for disclosures during the three years prior to
the request for an accounting.

J. Breaches and Securily Incidents. During the term of the Agreement, Business Associate agrees to
implement reasonable systems for the discovery and prompt reporting of any breach or security
incident, and to take the following steps:

1. Notice to CDPH. (1) To notify CDPH immediately by telephone call plus email or fax upon the
discovery of a breach of unsecured PHI or Pl in electronic media or in any other media if the PHI or
Pl was, or is reasonably believed to have been, accessed or acquired by an unauthorized person,
or upon the discovery of a suspected security incident that involves data provided to CDPH by the
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Social Security Administration. (2) To notify CDPH within 24 hours by email or fax of the
discovery of any suspected security incident, intrusion or unauthorized access, use or disclosure of
PHI or Pl in violation of the Agreement and this Addendum, or potential loss of confidential data
affecting the Agreement. A breach shall be treated as discovered by Business Associate as of the
first day on which the breach is known, or by exercising reasonable diligence would have been
known, to any person (other than the person committing the breach) who is an employee, officer or
other agent of Business Associate.

Notice shall be provided to the CDPH Program Contract Manager, the CDPH Privacy Officer and
the CDPH Information Security Officer. If the incident occurs after business hours or on a weekend
or holiday and involves electronic PHI, notice shall be provided by calling the CDPH ITSD Service
Desk. Notice shall be made using the “CDPH Privacy Incident Report’ form, including all
information known at the time. Business Associate shall use the most current version of this form,
which is posted on the CDPH Privacy Office website (www.CDPH.ca.gov,

Upon discovery of a breach or suspected security incident, intrusion or unauthorized access, use or
disclosure of PHI or PI, Business Associate shall take:

a. Prompt corrective action to mitigate any risks or damages involved with the breach and to
protect the operating environment; and

b. Any action pertaining to such unauthorized disclosure required by applicable Federal and State
laws and regulations.

2. Investigation and Investigation Report. To immediately investigate such security incident,
breach, or unauthorized access, use or disclosure of PHI or Pl. Within 72 hours of the discovery,
Business Associate shall submit an updated “CDPH Privacy Incident Report” containing the
information marked with an asterisk and all other applicable information listed on the form, to the
extent known at that time, to the CDPH Program Contract Manager, the CDPH Privacy Officer, and
the CDPH Information Security Officer:

3. Complete Report. To provide a complete report of the investigation to the CDPH Program
Contract Manager, the CDPH Privacy Officer, and the CDPH Information Security Officer within ten
(10) working days of the discovery of the breach or unauthorized use or disclosure. The report shall
be submitted on the “CDPH Privacy Incident Report” form and shall include an assessment of all
known factors relevant to a determination of whether a breach occurred under applicable provisions
of HIPAA, the HITECH Act, the HIPAA regulations and/or state law. The report shall also include a
full, detailed corrective action plan, including information on measures that were taken to halt and/or
contain the improper use or disclosure. If CDPH requests information in addition to that listed on
the "CDPH Privacy Incident Report” form, Business Associate shall make reasonable efforts to
provide CDPH with such information. If necessary, a Supplemental Report may be used to submit
revised or additional information after the completed report is submitted, by submitting the revised
or additional information on an updated “CDPH Privacy Incident Report” form. CDPH will review
and approve the determination of whether a breach occurred and individual notifications are
required, and the corrective action plan.

4. Notification of Individuals. If the cause of a breach of PHI or Pl is attributable to Business
Associate or its subcontractors, agents or vendors, Business Associate shall notify individuals of the
breach or unauthorized use or disclosure when natification is required under state or federal law

- and shall pay any costs of such notifications, as well as any costs associated with the breach. The
notifications shall comply with the requirements set forth in 42 U.S.C. section 17932 and its
implementing regulations, including, but not limited to, the requirement that the notifications be
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made without unreasonable delay and in no event later than 60 calendar days. The CDPH
Program Contract Manager, the CDPH Privacy Officer, and the CDPH Information Security Officer
shall approve the time, manner and content of any such notifications and their review and approval
must be obtained before the notifications are made.

5. Responsibility for Reporting of Breaches. If the cause of a breach of PHI or Pl is attributable to.
Business Associate or its agents, subcontractors or vendors, Business Associate is responsible for
all required reporting of the breach as specified in 42 U.S.C. section 17932 and its implementing
regulations, including notification to media outlets and to the Secretary. If a breach of unsecured
PHI involves more than 500 residents of the State of California or its jurisdiction, Business
Associate shall notify the Secretary of the breach immediately upon discovery of the breach. If
Business Associate has reason to believe that duplicate reporting of the same breach or incident
may occur because its subcontractors, agents or vendors may report the breach or incident to
CDPH in addition to Business Associate, Business Associate shall notify CDPH, and CDPH and
Business Associate may take appropriate action to prevent duplicate reporting. The breach

" reporting requirements of this paragraph are in addition to the reporting requirements set forth in
subsection 1, above.

6. CDPH Contact Information. To direct communications to the above referenced CDPH staff, the
Contractor shall initiate contact as indicated herein. CDPH reserves the right to make changes to
the contact information below by giving written notice to the Contractor. Said changes shall not
require an amendment to this Addendum or the Agreement to which it is incorporated.

CDPH Program CDPH Privacy Officer CDPH Information Security Officer
Contract Manager :
See the Scope of Work | Privacy Officer _ Chief Information Security Officer
exhibit for Program Privacy Office, c/o Office of Legal | |nformation Security Office
Contract Manager Services _ California Department of Public
information California Department of Public Health
Health N P.O. Box 997413, MS 6302
1415 L. Street, 57 Floor Sacramento, CA 95899-7413
Sacramento, CA 95814
o Email: cdphiso@cdph.ca.gov
Email: privacy@cdph.ca.gov Te|eph0ne: IT Service Desk
Telephone: (877) 421-9634 (916) 440-7000 or

(800) 579-0874
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K. Termination of Agreement. In accordance with Section 13404 (b) of the HITECH Act and to the extent
required by the HIPAA regulations, if Business Associate knows of a material breach or violation by
CDPH of this Addendum, it shall take the following steps:

1. Provide an opportunity for CDPH to cure the breach or end the violation and terminéte the
Agreement if CDPH does not cure the breach or end the violation within the time specified by
Business Associate; or

2. Immediately terminate the Agreement if CDPH has breached a material term of the Addendum and
cure is not possible.

L. Due Diligence. Business Associate shall exercise due diligence and shall take reasonable steps to
ensure that it remains in compliance with this Addendum and is in compliance with applicable
provisions of HIPAA, the HITECH Act and the HIPAA regulations, and that its agents, subcontractors
and vendors are in compliance with their obligations as required by this Addendum.

M. Sanctions and/or Penalties. Business Associate understands that a failure to comply with the
provisions of HIPAA, the HITECH Act and the HIPAA regulations that are applicable to Business
Associate may result in the imposition of sanctions and/or penalties on Business Associate under
HIPAA, the HITECH Act and the HIPAA regulations.

IV. Obligations of CDPH
CDPH agrees to:

A. Notice of Privacy Practices. Provide Business Associate with the Notice of Privacy Practices that
CDPH produces in accordance with 45 CFR section 164.520, as well as any changes to such notice.

B. Permission by Individuals for Use and Disclosure of PHI. Provide the Business Associate with any
changes in, or revocation of, permission by an Individual to use or disclose PHI, if such changes affect
the Business Associate’s permitted or required uses and disclosures.

C. Notification of Restrictions. Notify the Business Associate of any restriction to the use or disclosure
of PHI that CDPH has agreed to in accordance with 45 CFR section 164.522, to the extent that such
restriction may affect the Business Associate’s use or disclosure of PHI.

D. Requests Conflicting with HIPAA Rules. Not request the Business Associate 1o use or disclose PHI
in any manner that would not be permissible under the HIPAA regulations if done by CDPH.

V. Audits, Inspection and Enforcement

A. From time to time, CDPH may inspect the facilities, systems, books and records of Business Associate
to monitor compliance with the Agreement and this Addendum. Business Associate shall promptly
remedy any violation of any provision of this Addendum and shall certify the same to the CDPH Privacy
Officer in writing. The fact that CDPH inspects, or fails to inspect, or has the right to inspect, Business
Associate’s facilities, systems and procedures does not relieve Business Associate of its responsibility
to comply with this Addendum, nor does CDPH’:
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1. Failure to detect or

2. Detection, but failure to notify Business Associate or require Business Associate’s remediation of
any unsatisfactory practices constitute acceptance of such practice or a waiver of CDPH’
enforcement rights under the Agreement and this Addendum.

B. If Business Associate is the subject of an audit, compliance review, or complaint investigation by the
Secretary or the Office of Civil Rights, U.S. Department of Health and Human Services, that is related
to the performance of its obligations pursuant to this HIPAA Business Associate Addendum, Business
Associate shall notify CDPH and provide CDPH with a copy of any PHI or Pl that Business Associate
provides to the Secretary or the Office of Civil Rights concurrently with providing such PHI or Pl to the
Secretary. Business Associate is responsible for any civil penalties assessed due to an audit or
investigation of Business Associate, in accordance with 42 U.S.C. section 17934(c).

VI. Termination

A. Term. The Term of this Addendum shall commence as of the effective date of this Addendum and
shall extend beyond the termination of the Agreement and shall terminate when all the PHI provided by
CDPH to Business Associate, or created or received by Business Associate on behalf of CDPH, is
destroyed or returned to CDPH, in accordance with 45 CFR 164.504(e)(2) (i) (1).

B. Termination for Cause. In accordance with 45 CFR section 164.504(e)(1)(ii), upon CDPH’ knowledge
of a material breach or violation of this Addendum by Business Associate, CDPH shall:

1. Provide an opportunity for Business Associate to cure the breach or end the violation and terminate
the Agreement if Business Associate does not cure the breach or end the violation within the time
specified by CDPH; or

2. Immediately terminate the Agreement if Business Associate has.breached a material term of this
Addendum and cure is not possible.

C. Judicial or Administrative Proceedings. Business Associate will notify CDPH if it is named as a
defendant in a criminal proceeding for a violation of HIPAA. CDPH may terminate the Agreement if
Business Associate is found guilty of a criminal violation of HIPAA. CDPH may terminate the
Agreement if a finding or stipulation that the Business Associate has violated any standard or
requirement of HIPAA, or other security or privacy laws is made in any administrative or civil
proceeding in which the Business Associate is a party or has been joined.

D. Effect of Termination. Upon termination or expiration of the Agreement for any reason, Business
Associate shall return or destroy all PHI received from CDPH (or created or received by Business
Associate on behalf of CDPH) that Business Associate still maintains in any form, and shall retain no
copies of such PHI. If return or destruction is not feasible, Business Associate shall notify CDPH of the
conditions that make the return or destruction infeasible, and CDPH and Business Associate shall
determine the terms and conditions under which Business Associate may retain the PHI. Business
Associate shall continue to extend the protections of this Addendum to such PHI, and shall limit further
use of such PHI to those purposes that make the return or destruction of such PHI infeasible. This
provision shall apply to PHI that is in the possession of subcontractors or agents of Business Associate.

Vil.Miscellaneous Provisions

A. Disclaimer. CDPH makes no warranty or representation that compliance by Business Associate with
this Addendum, HIPAA or the HIPAA regulations will be adequate or satisfactory for Business
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Associate’s own purposes or that any information in Business Associate’s possession or control, or
transmitted or received by Business Associate, is or will be secure from unauthorized use or disclosure.
Business Associate is solely responsible for all decisions made by Business Associate regarding the
safeguarding of PHI.

B. Amendment. The parties acknowledge that federal and state laws relating to electronic data security
and privacy are rapidly evolving and that amendment of this Addendum may be required to provide for
procedures to ensure compliance with such developments. The parties specifically agree to take such
action as is necessary to implement the standards and requirements of HIPAA, the HITECH Act, the
HIPAA regulations and other applicable laws relating to the security or privacy of PHI. Upon CDPH’
request, Business Associate agrees to promptly enter into negotiations with CDPH concerning an
amendment to this Addendum embodying written assurances consistent with the standards and
requirements of HIPAA, the HITECH Act, the HIPAA regulations or other applicable laws. CDPH may
terminate the Agreement upon thirty (30) days written notice in the event:

1. Business Associate does not promptly enter into negotiations o amend this Addendum when
requested by CDPH pursuant to this Section; or

2. Business Associate does not enter into an amendment providing assurances regarding the
safeguarding of PHI that CDPH in its sole discretion, deems sulfficient to satisfy the standards and
requirements of HIPAA and the HIPAA regulations.

C. Assistance in Litigation or Administrative Proceedings. Business Associate shall make itself and
any subcontractors, employees or agents assisting Business Associate in the performance of its
obligations under the Agreement, available to CDPH at no cost to CDPH to testify as witnesses, or
otherwise, in the event of litigation or administrative proceedings being commenced against CDPH, its
directors, officers or employees based upon claimed violation of HIPAA, the HIPAA regulations or other
laws relating to security and privacy, which involves inactions or actions by the Business Associate,
except where Business Associate or its subcontractor, employee or agent is a named adverse party.

D. No Third-Party Beneficiaries. Nothing express or implied in the terms and conditions of this
Addendum is intended to confer, nor shall anything herein confer, upon any person other than CDPH or
Business Associate and their respective successors or assignees, any rights, remedies, obligations or
liabilities whatsoever.

E. Interpretation. The terms and conditions in this Addendum shall be interpreted as broadly as
necessary to implement and comply with HIPAA, the HITECH Act, the HIPAA regulations and
applicable state laws. The parties agree that any ambiguity in the terms and conditions of this
Addendum shall be resolved in favor of a meaning that complies and is consistent with HIPAA, the
HITECH Act and the HIPAA regulations.

F. Regulatory References. A reference in the terms and conditions of this Addendum to a section in the
HIPAA regulations means the section as in effect or as amended.

G. Survival. The respective rights and obligations of Business Associate under Section VI.D of this
Addendum shall survive the termination or expiration of the Agreement.

H. No Waiver of Obligations. No change, waiver or discharge of any liability or obligation hereunder on

any one or more occasions shall be deemed a waiver of performance of any continuing or other
obligation, or shall prohibit enforcement of any obligation, on any other occasion.

CDPH HIPAA BAA 6-16




County of Santa Barbara
16-10421
Page 11 of 14
Exhibit D
HIPAA Business Associate Addendum

Attachment A
Business Associate Data Security Requirements

Personnel Controls

A.

A.

Employee Training. All workforce members who assist in the performance of functions or
activities on behalf of CDPH, or access or disclose CDPH PHI or Pl must complete information
privacy and security training, at least annually, at Business Associate’s expense. Each workforce
member who receives information privacy and security training must sign a certification, indicating
the member’'s name and the date on which the training was completed. These certifications must
be retained for a period of six (6) years following contract termination.

Employee Discipline. Appropriate sanctions must be applied against workforce members who fail
to comply with privacy policies and procedures or any provisions of these requirements, including
termination of employment where appropriate.

Confidentiality Statement. All persons that will be working with CDPH PHI or Pl must sign a
confidentiality statement that includes, at a minimum, General Use, Security and Privacy
Safeguards, Unacceptable Use, and Enforcement Policies. The statement must be signed by the
workforce member prior to access to CDPH PHI or Pl. The statement must be renewed annually.
The Contractor shall retain each person’s written confidentiality statement for CDPH inspection for a
period of six (6) years following contract termination.

Background Check. Before a member of the workforce may access CDPH PHI or PI, a thorough
background check of that worker must be conducted, with evaluation of the results to assure that
there is no indication that the worker may present a risk to the security or integrity of confidential
data or a risk for theft or misuse of confidential data. The Contractor shall retain each workforce
member’'s background check documentation for a period of thfee (3) years following contract
termination.

. Technical Security Controls

Workstation/Laptop encryption. All workstations and laptops that process and/or store CDPH
PHI or Pi must be encrypted using a FIPS 140-2 certified algorithm which is 128bit or higher, such
as Advanced Encryption Standard (AES). The encryption solution must be full disk unless
approved by the CDPH Information Security Office.

. Server Security. Servers containing unencrypted CDPH PHI or Pl must have sufficient

administrative, physical, and technical controls in place to protect that data, based upon a risk
assessment/system security review.

Minimum Necessary. Only the minimum necessary amount of CDPH PHI or PI required to perform
necessary business functions may be copied, downloaded, or exported.

Removable media devices. All electronic files that contain CDPH PHI or Pl data must be
encrypted when stored on any removable media or portable device (i.e. USB thumb drives, floppies,
CD/DVD, Blackberry, backup tapes etc.). Encryption must be a FIPS 140-2 certified algorithm
which is 128bit or higher, such as AES.
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E. Antivirus software. All workstations, laptops and other systems that process and/or store CDPH
PHI or Pl must install and actively use comprehensive anti-virus software solution with automatic
updates scheduled at least daily.

F. Patch Management. All workstations, laptops and other systems that process and/or store CDPH
PHI or PI must have critical security patches applied, with system reboot if necessary. There must
be a documented patch management process which determines installation timeframe based on
risk assessment and vendor recommendations. At a maximum, all applicable patches must be
installed within 30 days of vendor release.

G. User IDs and Password Controls. All users must be issued a unique user name for accessing
CDPH PHI or PI. Username must be promptly disabled, deleted, or the password changed upon
the transfer or termination of an employee with knowledge of the password, at maximum within 24
hours. Passwords are not to be shared. Passwords must be at least eight characters and must be
a non-dictionary word. Passwords must not be stored in readable format on the computer.
Passwords must be changed every 90 days, preferably every 60 days. Passwords must be
changed if revealed or compromised. Passwords must be composed of characters from at least
three of the following four groups from the standard keyboard:

Upper case letters (A-2)

Lower case letters (a-z)

Arabic numerals (0-9)

Non-alphanumeric characters (punctuation symbols)

H. Data Destruction. When no longer needed, all CDPH PHI or Pl must be wiped using the Gutmann
or US Department of Defense (DoD) 5220.22-M (7 Pass) standard, or by degaussing. Media may
also be physically destroyed in accordance with NIST Special Publication 800-88. Other methods
require prior written permission of the CDPH Information Security Office.

. System Timeoul. The system providing access to CDPH PHI or Pl must provide an automatic
timeout, requiring re-authentication of the user session after no more than 20 minutes of inactivity.

J. Warning Banners. All systems providing access to CDPH PHI or Pl must display a warning
banner stating that data is confidential, systems are logged, and system use is for business
purposes only by authorized users. User must be directed to log off the system if they do not agree
with these requirements.

K. System Logging. The system must maintain an automated audit trail which can identify the user
or system process which initiates a request for CDPH PHI or PI, or which alters CDPH PHI or PI.
The audit trail must be date and time stamped, must log both successful and failed accesses, must
be read only, and must be restricted to authorized users. |f CDPH PHI or PI is stored in a
database, database logging functionality must be enabled. Audit trail data must be archived for at
least 3 years after occurrence. '

L. Access Conirols. The system providing access to CDPH PHI or Pl must use role based access
controls for all user authentications, enforcing the principle of least privilege.
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M. Transmission encryption. All data transmissions of CDPH PHI or Pl outside the secure internal
network must be encrypted using a FIPS 140-2 certified algorithm which is 128bit or higher, such as
AES. Encryption can be end to end at the network level, or the data files containing PHI can be
encrypted. This requirement pertains to any type of PHI or Pl in motion such as website access, file
transfer, and E-Mail.

N. Intrusion Detection. All systems involved in accessing, holding, transporting, and protecting CDPH
PHI or Pl that are accessible via the Internet must be protected by a comprehensive intrusion
detection and prevention solution.

[Il. Audit Controls

A. System Security Review. All systems processing and/or storing CDPH PHI or Pl must have at
least an annual system risk assessment/security review which provides assurance that
administrative, physical, and technical controls are functioning effectively and providing adequate
levels of protection. Reviews should include vulnerability scanning tools.

B. Log Reviews. All systems processing and/or storing CDPH PHI or Pl must have a routine
procedure in place to review system logs for unauthorized access.

C. Change Control. All systems processing and/or storing CDPH PHI or Pl must have a documented
change control procedure that ensures separation of duties and protects the confidentiality, integrity
and availability of data.

IV. Business Continuity / Disaster Recovery Controls

A. Emergency Mode Operation Plan. Contractor must establish a documented plan to enable
continuation of critical business processes and protection of the security of electronic CDPH PHI or
Pl in the event of an emergency. Emergency means any circumstance or situation that causes
normal computer operations to become unavailable for use in-performing the work required under
the Agreement for more than 24 hours.

B. Data Backup Plan. Contractor must have established documented procedures to backup CDPH
PHI to maintain retrievable exact copies of CDPH PHI or Pl. The plan must include a regular
schedule for making backups, storing backups offsite, an inventory of backup media, and an
estimate of the amount of time needed to restore CDPH PHI or Pl should it be lost. At a minimum,
the schedule must be a weekly full backup and monthly offsite storage of CDPH data.

V. Paper Document Controls

A. Supervision of Data. CDPH PHI or PI in paper form shall not be left unattended at any time,
unless it is locked in a file cabinet, file room, desk or office. Unattended means that information is
not being observed by an employee authorized to access the information. CDPH PHI or Pl in paper
form shall not be left unattended at any time in vehicles or planes and shall not be checked in
baggage on commercial airplanes.

B. Escorting Visitors. Visitors to areas where CDPH PHI or Pl is contained shall be escorted and
CDPH PHI or Pl shall be kept out of sight while visitors are in the area.

C. Confidential Destruction. CDPH PHI or Pl must be disposed of through confidential means, such
as cross cut shredding and pulverizing.
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D. Removal of Data. CDPH PHI or PI must not be removed from the premises of the Contractor
except with express written permission of CDPH.

E. Faxing. Faxes containing CDPH PHI or Pl shall not be left unattended and fax machines shall be
in secure areas. Faxes shall contain a confidentiality statement notifying persons receiving faxes in
error to destroy them. Fax numbers shall be verified with the intended recipient before sending the
fax.

F. Mailing. Mailings of CDPH PHI or PI shall be sealed and secured from damage or inappropriate
viewing of PHI or Pl to the extent possible. Mailings which include 500 or more individually
identifiable records of CDPH PHI or Pl in a single package shall be sent using a tracked mailing
method which includes verification of delivery and receipt, unless the prior written permission of
CDPH to use another method is obtained.
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State of California—Health and Human Services Agency

California Department of Public Health

CPPH

Karen L, Smith, MD, MPH EDMUND G. BROWN JR.
Director and State Health Officer Governor

MESSAGE FROM AIDS DRUG ASSISTANCE PROGRAM

NOTICE OF PRIVACY PRACTICES

Effective March 23, 2015

THIS NOTICE DESCRIBES HOW MEDICAL INFORMATION
ABOUT YOU MAY BE USED AND DISCLOSED AND
HOW YOU CAN GET ACCESS TO THIS INFORMATION.
PLEASE REVIEW IT CAREFULLY.

AIDS Drug Assistance Program (ADAP) must keep your health information private. ADAP
receives information about you when you apply for benefits and when your pharmacist sends
ADAP a bill for your care. ADAP also receives medical information on your treatment when
ADAP approves your care. ADAP must give you this notice about the law and how ADAP
can use and share your health information and what your rights are.

HOW ADAP MAY USE AND SHARE INFORMATION ABOUT YOU

ADAP may only use and share information about you, as required or permitted by law, in the
operation of ADAP, Ryan White HIV/AIDS Program, Covered California, and Medi-Cal. This
information includes things like your name, address, personal facts, medical history, Social
Security Number and medical care given to you.

ADAP uses this information and shares it with others for the following reasons:

¢ For payment: ADAP and others that work with ADAP review, approve, and pay for
pharmacy bills sent to ADAP for your medical care. When ADAP does this, ADAP
shares information with the pharmacy benefits manager, pharmacists and doctors and
others who bill ADAP for your care.

e For health care operations: ADAP may use your health records to check the quality
of the prescription drug treatment you receive and to check your medical need to

Office of AIDS, MS 7700, P.O. Box 997426, Sacramento, CA 95899-7426
(844) 421-7050 / Fax (916) 440-5490
Internet Address: www.cdph.ca.gov/programs/AlDS




receive restricted ADAP drugs. ADAP may also use this information in audits or fraud
investigations, or for planning and managing the ADAP program.

e Eligibility Determination: ADAP may share your ADAP information with a Covered
California Certified Enrollment Counselor, or with a benefits counselor, case manager,
or OA-Health Insurance Premium Payment Program (OA-HIPP) enrollment worker
who is an employee or contractor of a Health Insurance and Portability and
Accountability Act (HIPAA)-covered county health department delivering HIV or AIDS
health care services, for the purpose of enrolling you in and continuing your access to
a Medi-Cal or Covered California health plan .

ADAP may also share your name and Social Security Number or individual taxpayer
identification number with the Franchise Tax Board. This allows ADAP to verify your
income from reported tax records and allows us to obtain required financial
documentation if you do not have these records.

SOME OTHER WAYS ADAP MAY SHARE YOUR INFORMATION

The law also allows ADAP to use or give out information ADAP has about you for the
following reasons:

To call or write to you about your benefits with ADAP.

When required by state or federal law.

To agencies that oversee audits or investigations for purposes directly related to ADAP.
In appeals of decisions about health care claims paid or denied by ADAP.

To the federal government when it is checking on how ADAP is meeting privacy laws.

To other government agencies that give public benefits such as Medi-Cal, under specified
conditions permitted by law.

ADAP may give out health information about you to organizations that help run ADAP’s
program. If ADAP does, ADAP will make sure that it protects the privacy of your information
ADAP shares with them. '

Some state laws limit sharing the information listed above. For example, there are special
laws, which protect information about HIV/AIDS status, mental health treatment, _
developmental disabilities, and drug and alcohol abuse care. ADAP will obey these laws.

WHEN WRITTEN PERMISSION IS NEEDED

If ADAP wants to use or give out personal and health information about you for any reason
that is not listed above, ADAP must ask your permission in writing. You may take back your
written permission at any time, except if we have already acted because of your permission.




WHAT ARE YOUR PRIVACY RIGHTS UNDER THE LAW?

You have the right to:

¢ Ask ADAP not to use or share your personal health care information in the ways listed
above. However, ADAP may not be able to honor your request.

e Ask ADAP to contact you in writing only or at a different address, post office box, or by
telephone. ADAP will accept reasonable requests if needed for your safety.

e To see and get a copy of your ADAP information. You may have someone else see and
get a copy of your ADAP information. ADAP has information about your eligibility, your
health care bills, and some medical records that ADAP uses to allow or manage your
health care services. You will need to pay a fee for ADAP to copy and mail the records.
ADAP may keep you from seeing all or parts of your records when the law allows. If
ADAP does, ADAP will give you information on how to appeal our decision.

e To change the records if you believe some information ADAP has about you is wrong.
ADAP may deny your request if the information was not made or kept by ADAP, or the
information is already correct and complete. If your request is denied, you may write a
letter disagreeing with ADAP’s decision and your letter will be kept with your records.

* You have the right to ask for a list of the times when ADAP has shared your health
information after April 14, 2003. The list will tell you what information ADAP shared, with
whom, when, and for what reasons. The list will not have when ADAP gave information to
you, when ADAP had your permission, or when ADAP shared it for treatment, payment, or
health care operations.

e You have a right to receive a written copy of this Notice of Privacy Practices when you
request it. You can also find this notice on our website at
hitp://www.cdph.ca.gov/programs/aids/Pages/tOAADAPIndiv.aspx

HOW DO YOU CONTACT ADAP TO USE YOUR RIGHTS?

Please call or write ADAP if you want to receive the form you will need to exercise your
privacy rights.

ADAP Health Insurance Portability
and Accountability Act Coordinator
°/o ADAP
Department of Public Health
MS 7700, P.O. Box 997426
Sacramento, CA 95899-7426
(916) 449-5882




You may also contact your ADAP enrollment worker for the forms necessary to exercise your
rights.

If you believe that ADAP has not protected your privacy, you may file a complaint by calling
or writing to:

Privacy Officer
-California Department of Public Health
Office of Legal Services
Privacy Office,
1415 L Street, Suite 500
Sacramento, CA 95814
(916) 440-7671

COMPLAINTS

You may also call or write the Secretary of the United States (U.S.), Department of Healih
and Human Services, Office for Civil Rights, 90 7" Street, Suite 4-100, San Francisco, CA
94103, telephone (800) 368-1019 or you may call the U.S. Office for Rights at 866-OCR-
PRIV, 866-627-7748, or 866-788-4989 TTY/TDD.

ADAP cannot take away your health care benefits or retaliate in any way if you file a
complaint or use any of the privacy rights in this notice.

If you have any questions about this notice, and want more information please contact
the California Department of Public Health, Privacy Officer, at the address and
telephone number listed above.

CHANGES TO NOTICE OF PRIVACY PRACTICES

ADAP must obey the rules of this notice. ADAP has the right to make changes in the ADAP
privacy rules. If ADAP does make any changes, ADAP will correct this notice and give it to
you right away.

To get a copy of this notice in other languages, Braille, large print, audiocassette or computer
disk, please call or write to ADAP at the phone number or address listed.




Exhibit F
Security Requirements, Protections, and Confidentiality Checklist

Site Name: Site Number:

The Contractor shall complete and return this checklist with the signed copy of the contract
agreement. To complete this checklist, the authorized agency administrator or representative
attests by checking the boxes adjacent to the statement and signing this checklist that the
ADAP Enrollment Site meets, and shall continue to meet throughout the life of the contract
(July 1, 2016 — June 30, 2019), the requirements as identified in the Scope of Work which
includes those identified below:

The Contractor has reviewed and attests that the contracting agency or organization
1. | meets the requirements as written in the “Nondiscrimination Clause (OCP-1)" STD 17A
form and has a process in place to deal with discrimination complaints.

The Contractor can ensure the administrative, physical and technical safeguards of
2. | protected health information as required in the CDPH HIPAA BAA 8-14, HIPAA Business

DAP. I the space.
place to repc .

d6 CDPH/OA/A
anization has in.

2.a.

The ADAP Notice of Privacy Practices is posted in an area at the ADAP Enrollment Site
that is accessible and visible to ADAP applicants/clients.

The Contractor has internet access and scanning and uploading capabilities to allow for
4. | the creation of electronic ADAP client files within the designated ADAP’s Enrollment
Benefits Management secure web-based enroliment system.

The Contractor has deskiop computers with internet access available for alt site personnel
(shared or individual) who will be performing ADAP enrollment services.

The Contractor has fax machine/s and scanner/s used to transmit and/or received ADAP
6. | client enrollment information/documentation located in a secure area at this ADAP
Enrollment Site.

All of the requirements listed above must be met in order to become an ADAP Enroliment Site.

Print Name of Authorized Agency Representative Title

Signature Date




Exhibit G

Page 1 of 2
Plan for Transporting
Sample — Confidential ADAP Client Files
POLICY & PROCEDURE
[Site Name]
Security Policy for Transporting
. AIDS Drug Assistance Program .
SUBJECT: (ADAP) Enrollment Forms and- SITE NUMBER:  [XXXX]
Documentation
REQUESTED INITIAL REQUEST: O
[Printed Name] REVISED REQUEST: O
EFFECTIVE DATE:
[Title] REVISION DATE:

Background: [Name of Enrollment Site], AIDS DRUG ASSISTANCE PROGRAM
(ADAP), helps to ensure that HIV positive uninsured and under-insured individuals have
access to pharmaceutical therapies. The goal of ADAP is to make available, in an
effective and timely manner to people living with HIV, drug treatments that can increase
the duration and quality of life. In order to serve those in need, it is sometimes:
necessary to assist individuals with the ADAP eligibility paperwork at an offsite location.

Purpose: The purpose of this policy and procedure is to establish guidelines for
transporting ADAP enroliment forms and other necessary ADAP client documentation to
and from [Name of Enrollment Site], in the event that it is deemed necessary to do the
ADAP eligibility paperwork at a location other than at the [Name of Enrollment Site],
facility located at [Address of Enrollment Site].

Policy: It is the policy of [Name of Enroliment Site], ADAP, to ensure that any
transportation of ADAP documentation will be safe, secured and implemented in
accordance with [Name of Enrollment Site], guidelines for safeguarding the
confidentiality of protected health information. ADAP Enroliment Workers (EWs) will
implement reasonable and appropriate administrative, technical, and physical measures
to safeguard protected health information from any intentional or unintentional use or
disclosure that might violate County, State or Federal privacy regulations, and HIV
confidentiality and disclosure laws.

References: [Name of Enrollment Site]
[Name of HIPPA document(s) used by site]

[Name of Enrollment Site, Privacy Incident Report]




Exhibit G
Page 2 of 2

Procedure:

I.  Original client paper records and ADAP enrollment documents will not be
transported unless necessary to provide setrvices to a client.

Il. It shall be at the discretion of the EWSs to determine if it is necessary to transport
documents. If deemed necessary:

A. An “ADAP Checkout Log” will be completed and maintained by the ADAP Site
Contact that includes the ADAP client's name, ADAP documentation transported,
date removed, date returned and the EW’s name

B. All ADAP documents that are transported to an off-site location will be noted on
the “ADAP Checkout Log”

C. All documentation and records will be returned as quickly as possible

D. The “ADAP Checkout Log” will be stored in a confidential and secure location

Ill. The safety and return of the documents will be the responsibility of the person who
removed them.

IV. EWs will make every effort to maintain the safety and security of ADAP records
when transporting them to or from [Name of Enroliment Site], and completing them
at the offsite location.

A. ADAP documents will be transported in a folder, inside of a locked brief case,
and locked in the vehicle trunk.

B. Once ADAP documents have been transported back to the [Name of Enroliment
Site], EWs will immediately account for all client documentation and assure that it
is returned to its proper, secure destination.

C. The use of laptops or other electronic media device to transport documentation is
not permitted.

Signature of Site Contact / Agency Administrator Date Signed




STATE OF GALIFORNIA Exhibit H

NONDISCRIMINATION CLAUSE (OCP-1)

STD. 17A (REV. 9-2000)_CDPH

1. During the performance of this contract, contractor and its subcontractors shall not unlawfully
discriminate, harass or allow harassment against any employee or applicant for employment
because of sex, sexual orientation, race, color, religious creed, marital status, denial of family and
medical care leave, ancestry, national origin, medical condition (cancer/genetic characteristics),
age (40 and above), disability (mental and physical) including HIV and AIDS, denial of pregnancy
disability leave or reasonable accommodation. Contractor and subcontractors shall ensure that
the evaluation and treatment of their employees and applicants for employment are free from
such discrimination and harassment. Contractor and subcontractors shall comply with the
provisions of the Fair Employment and Housing Act (Gov. Code, § 12990 et seq.) and the
applicable regulations promulgated thereunder (Cal. Code Regs. tit. 2, § 7285.0 et seq.). The
applicable regulations of the Fair Employment and Housing Commission implementing
Government Code, § 12990 (a-f), are incorporated into this contract by reference and made a
part hereof as if set forth in full (Cal. Code Regs. tit. 2, §7285.0 et seq.). Contractor and its
subcontractors shall give written notice of their obligations under this clause to labor
organizations with which they have a collective bargaining or other agreement.

2.  This Contractor shall include the non-discrimination and compliance provisions of this clause in all
subcontracts to perform work under contract.




Exhibit 1
State of California—Health and Human Services Agency California Department of Public Health
Offics of AIDS
Agreement by Employee/Contractor to Comply with Confidentiality Requirements

Summary of Statutes Pertaining to Confidential Public Health Records and Penalties for Disclosure

All HIV/AIDS case reports and any information collected or maintained in the course of surveillance-related
activities that may directly or indirectly identify an individual are considered confidential public health record(s)
under California Health and Safety Code (HSC), Section 121035(c) and must -be handled with the utmost
confidentiality. Furthermore, HSC §121025(a) prohibits the disclosure of HIV/AIDS-related public health records
that contain any personally identifying information to any third party, unless authorized by law for public health
purposes, or by the written consent of the individual identified in the record or histher
guardian/conservator. Except as permitted by law, any person who negligently discloses information contained
in a confidential public health record to a third party is subject to a civil penalty of up to $5,000 plus court
costs, as provided in HSC §121025(e)(1). Any person who willfully or maliciously discloses the content of a
public health record, except as authorized by law, is subject to a civil penalty of $5,000-$25,000 plus
court costs as provided by HSC §121025(e)(2). Any willful, malicious, or negligent disclosure of information
contained in a public health record in violation of state law that results in economic, bodily, or psychological
harm to the person named in the record is a misdemeanor, punishable by imprisonment for a period of up to
one year and/or a fine of up to $25,000 plus court costs (HSC §121025(e)(3)). Any person who is guilty of a
confidentiality infringement of the foregoing type may be sued by the injured party and shall be personally
liable for all actual damages incurred for economic, bodily, or psychological harm as a result of the breach
(HSC §121025(e)(4)). Each disclosure in violation of California law is a separate, actionable offense (HSC
§121025(e)(5)).

Because an assurance of case confidentiality is the foremost concern of the California Department of Public
Health, Office of AIDS (CDPH/OA), any actual or potential breach of confidentiality shall be immediately
reported. In the event of any suspected breach, staff shall immediately notify the director or supervisor of the
local health department's HIV/AIDS surveillance unit who in turn shall notify the CDPH/OA Surveillance
Section Chief or designee. CDPH/OA, in conjunction with the local health department and the local health
officer shall promptly investigate the suspected breach. Any evidence of an actual breach shall be reported
to the law enforcement agency that has jurisdiction.

Employee Confidentiality Pledge

| recognize that in carrying out my assigned duties, | may obtain access to private information about
persons diagnosed with HIV or AIDS that was provided under an assurance of confidentiality. | understand that
I am prohibited from disclosing or otherwise releasing any personally identifying information, either directly or
indirectly, about any individual named in any HIV/AIDS confidential public health record. Should | be
responsible for any breach of confidentiality, | understand that civil andfor criminal penalties may be brought
against me. | acknowledge that my responsibility to ensure the privacy of protected health information
contained in any electronic records, paper documents, or verbal communications to which | may gain access
shall not expire, even after my employment or affiliation with the Department has terminated.

By my signature, | acknowledge that | have read, understand, and agree to comply with the terms and
conditions above.

Employee name (print) Employee Signature ' Date

Supervisor name (print) Supervisor Sighature Date

Name of Employer

PLEASE RETAIN A COPY OF THIS DOCUMENT FOR YOUR RECORDS.

CDPH8689 (Revised 10/12)




